WF-2000 FAQ

QO01: How to avoid the WF-2000 DO output memory effe the connection between the
modules is lost?
AO01: Users can enable the WF-2000 Utility "Safeuédlfunction to achieve this requirement

= Module Configuration ‘
| Pair Connection

DO Status (Safe Value] Function Type
DO Value

[ Action, CHO & OFF ¢ ON Safe Value -

CH1 & OFF © ON
CHZ & OFF € ON SV Active Time [ms)

CH3 & OFF ¢ ON 5000
CHA4 & OFF € ON
CH5 & OFF € ON

Parameter Upload Interface

wireless  ~|  [comMi =]

Read Para.
‘Write Para.
Status Bar
EXIT

Q02: Why WF-2000 Utility(v2.0 or later) can’'t exeéeton Windows OS?

A02: ICP DAS WF-2000 Utility(v2.0 or later) requgeNET Framework v4.0,this program will
automatically detect the .NET Framework v4.0 inethbhs well or not. Users can
install .NET Framework v4.0 in the following welssit

Microsoft .NET Framework 4 (Web Installer)
http://www.microsoft.com/en-us/download/details>@&d=17851

Microsoft .NET Framework 4 (Standalone Installer)
http://www.microsoft.com/en-us/download/details>d&d=17718

QO03: How to increase the connection distance?

A03: We suggest replacing the High-power antenrfalbsv to increase the connection distance,
such as ANT-8 / ANT-15/ ANT-18, etc.
http://www.icpdas.com/root/product/solutions/indigt wireless _communication/wlan_pro

ducts/ant-8.html
http://www.icpdas.com/root/product/solutions/indigdt wireless_communication/wlan_pro
ducts/ant-15.html
http://www.icpdas.com/root/product/solutions/indigdt wireless_communication/wlan_pro
ducts/ant-18.html

\CP
/ph®  www.icpdas.com



QO04: Why WF-2000 series could not establish a cctmore with the wireless AP in an encrypted
mode setting?
A04: Please check the WF-2000 series encryptiofigimation, WF-2000 Series supports the
following encryption mode only.
1. WEP-64
2. WEP-128
3. WPA-TKIP
4. WPA2-AES

Not support the WPA2-TKIP.

QO05: How to establish a connection with the smhadne?
AO05:
A. Smartphone support Ad Hoc Connectivity

a. WF-2000 Wi-Fi network configuration (CONFIGURAT
al. Set the Wi-Fi Mode ag\tl-Hoc" » the rest are reserved factory default settings

Net 1D 1 = [ Wi-Fi Modes AdHoz 0w ] F/AW Version 1.3

[] DHCE Enzbie T Solb Ao Searcn. | BEaen T Date Created 2013/11/5

IP Address 192 168 255 1 550 T wEa2om Ais Beconent

Subnet Mask 255 255 255 0 Ereystion  NONE Comm.NetiD 1 =
Gateway 192 162 255 254 Virdess Key | RS232 - COM3 -
MAC Address  00-10-C3-01-93-93 WilessCH 2 = Vit Read

b. Smartphone Wi-Fi network configuration
bl. Open the Smartphone Wi-Fi interface, seleciMre20xx devices join the
network and confirmed

sssss . T Tarm 53% W svees DN 3G  THhas 530, W)
£ WI-Fi < Wi-Fi
Wi-Fi O Wi-Fi
v PDAS ﬂ’é‘@ v WF-20" ?®
- ' s Not Connected -
o P ' CPOAS. §1 a = (
@ Are you sure you want to use this @
twork?
ne... networl i @
ne -
DEVICES
WF-201 = (1)
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c. Smartphone network IP address and subnet m#sigse
cl. Entry the IP address a92.168.255.% where %" is a number between 1 and

254 except WF-2000's IP address.
c2. Subnet mask as%.255.255.0"

" G e 53% M}
€ Wi-Fi WF-200¢

LA
I[P Address

DHOP BootP m
|P Addreess 192.168.255.6
Subnet Mask 255.255.255.0

d. After the above settings, you can use your Ssharte to connect to the WF-2000
(IP addres$192.168.255.")

B. Smartphone does not support Ad Hoc connection method (need to use with a wireless
AP)
a. Configuration of wireless AP
al. Set SSID adCPDAS'(Can be arbitrarily set)
a2. Set Encryption ag/PA2-PSK(AES)" » Key as'12345678( If you cancel this
setting without encryption)
Wireles

Basic Advanced Security L] WDS -
e Comtrof i i
This page is used to configure the parameters for wireless LAN clients which may connect to This page allows you setup the wireless security. Turn on WEP or WPA by using Encryption
your Access Point. Here you may change wireless encryption settings as well as wireless Keys could prevent any unauthorized access to your wireless network.
network parameters. [ =
- Open System Shared Key @ Auto
71 Disable Wireless LAN Interface L Security: | WPA2 E Set WEP Key
w2 155 5] -

Use 802.1x Authentication
" WPA Authentication Mode: | © Enterprise (RADIUS) | @ personal(Pre-Shared key)
ESSID: | ICPDAS [ WPA Cipher Suite:

Channel Number: | 11 E[ : WhAZ Cipher:Soiles S ] .
—_— pre-shared Key Format: | | ASCI (8-63 characters) [~ ]
‘ Associated Clients: | [ Show Active Clients | i b

Pre-Shared Key: | 12345678

—— =

Pre-Shared Key Format Pre-
Rusbhormbimatin,

Apply. Cancel

L Enable

b. WF-2000 Wi-Fi network configuration (CONFIGURATY)
bl. CheckedDHCP Enabl®checkbox to enable DHCP function
b2. Set Wi-Fi Mode asAP"
b3. Set SSID adCPDAS'
b4. Set Encryption asV/PAZ" » Wireless Key asl'2345678( If you cancel this
setting without encryption)
b5. The rest are reserved factory default settings
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Network iR Genera
Net 1D . [ WifiModes AP = ] F/W Version 1.0

SSID Ao Search | Seah | DateCrested  2013/11/12
IP Address 192 5[ 2 55D i Icemas Auto Disconnect
Sbned M. 255 Fwrmion WrAzZ = Comm.NetlD 1 =
Gateway :7132: 168 EFSE ‘25—1. Wireless Key 12345678 RS-232 « COM3 -
MAC Address  00-1D-C9-01-98-93 VirckssCH |2 - -] Wit Read

c. Smartphone Wi-Fi network configuration
cl. Open the Smartphone Wi-Fi interfacselect TCPDAS' network > set key as

"12345678and join the network

eesse i W0 = T G2% M) eessc ML = ‘- G2% M esesc 0L T rew 62 %
< Wi % TICPDAS) W 2 Wi-Fi

Input Password

Wi-Fi . @ Wi-Fi
a=® (D

gy Password ssesense = ae @
e T
ICPDAS a® (D
o~ a= @ P a7 @
T o ne -

1218 46464748 2|0

d. Network configuration of Smartphone
dl. Set as "DHCP" mode

ETTTT R LT 67% B4

&£ Wi-Fi ICPDAS

IP fizkit

BootP v ]
|P Addreess 192.168.0.142
Subnet Mask 255.255.0.0
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e. Search WF-2000 IP address
el. Please connect the computer to the wireless AP
e2. Open the Wi-Fi interfaceelect TCPDAS' network and set key ad2345678
to join the network

Currently connected to: £ Currently connected to: 4

Network 2 Network 2

Internet access b Internet access

Unidentified network Unidentified network

MNe network . 7 Mo Internet access

ki Type the network security key
Wireless Metwork Connection - Wireless Network Connection ~
1CPDAS-EE R Securitykey: | [12345678] | [ ICPDAS Connected !!!!]
ICPDAS M ! ICPDAS-EE I
7] Connect automatically | _onnec P8a0 !d
P880 lilyheme gﬂ
lilyhome = Ganceliu| 874-4401 -
STECO 0900617912 ol
Open Metwork and Sharing Center Open Network and Sharing Center

e4. Open "WF-2000 Utility v2.0"
eb. Click "Search" button to search WF-2000 devicsvill obtain an IP address

the device list

Gateway MAC _NetID DHCP |

192.168.0.248 25525500 192.168.0.254 |00:1D-C9:01:99:99 |1

f. After the above settings, you can use your Sphame to connect to the WF-2000 (IP address
"192.168.0.248
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QO06: How to establish a connection between WF-2(@0nodules and personal computer?
AOQG:

a. View available wireless networks and you cantse€¢WF-20xx" wireless network in the
list. Select the "WF-20xx" and press the "Connécitton.

) Wireless Network Connection X

Network Tasks Choose a wireless network
B Refresh network list Click an ke in the lisk below ta connect to & wireless netwark in range of to get mare
information.
<2 Set up a wireless network (t@y) STECO _
for a hame ar small office ﬁ
¢ Security-enabled wirsless network annfl
Related Tasks ((ﬁ)) LCRDAS,
) Leam about whrelese 7 Securkty-enabled wircless netiork (WPA) alll
netwarking ICPDAS
(te)
¢ Change the order of u
preferred networks ¥ Security-enabled wireless network (WPA) ol l

o Change advanced
settings

Changs Windows Firewall settings

Open Metwork Cornections

=

Repair
icw Available Wireless Networks

T Ve

b. Press the "Connect Anyway" button for the néap sAfter waiting for a while, there will
appear connection success screen.

5 Wireless Network Connection X
Network Tasks Choose a wireless networl

& Refresh network st Click an ke in the list below to cormnect to a wireless network i range or to get mare

information,

<2 Setup a wireless nekwork WF-20 Connected 3¢

far a home or small office:

>

red computer

Related Tasks

) Learn abot wireless

networking
i Change the order of 0900613139
e [ St ((T)
o changs advanced  Security-enabled wireless netwark aill
» ) settings STECO
Wireless Network Connection ((T)
5 Security-enabled wireless netwark anll o
. " u . Bita2515
' Y¥ou are connecting ka the unsecured netwaork "WF-2055". Information ((‘ir)
sent over this network is not encrypted and might: be visible to other ¥ Sscurty-snablid wirslsss nstuork (wPAZ) |[I[I[|[|
Rl ICP DAS

o e

Disconnect

[gnnnect Aryway ] L Cancel J

ey
Jops
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QO07: How to configure the WF-2000 DI / DO serie®@r Connection mode?
AO07: Use two WF-2055 devices for operation example

A. The configuration ofirst WF-2055
a. CONFIGURATOIN Setting
al. Set the Local IP as "192.168.2555.
a2. The rest are reserved factory default settings
a3. Click the "Write Para." button to take the paeters effect.

& Networicont S
| Metwork Wi-Fi General

Net 1D 1 v WifiModes  Ad-Hoc = F/W Version 1.3

JHCP Enable [] SSID Auts Search. | & ‘ DaisCresied  2013/11/5

IP Address 192 168 255 SSID WE-20 9] Auto Disconnect

Subnet Mask 255 255 255 O© Enoyption  NONE = Comm. NetiD 1 -

Gateway 192 168 255 254 Wireless Key | RS-232 - COM3 v

MAC Address  00-1D-C8-01-99-99 WirglessCH 2 = Wite Read

b. PAIR CONNECTION Setting
bl. Set the Remote IP as "192.168.255.
b2. Set the I/O count as "8"
b3. Checked "I/O Pair Connection" checkbox to eagialir connection
b4. The rest are reserved factory default settings
b5. Click the "Write Para." button to take the paegers effect.

e e
PAIR CONNECTION
R IP Add R Port Number
[ 192 188 . 255 2 | 502
R Net ID ~Scan Time [ms)
J1 | | 500
Local DO Base Address  Remote DI Base Address ——
| v | [
IO Count G ication Timeout [ms]
| 8 | 30000
Acti
[¥ {0 Pair Connection; Read Para.
- Parameter Upload Interface
RS-232 | |COM5 - ‘Write Para.
—
- Status Bar
EXIT
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B. The configuration ofecondWF-2055
a. CONFIGURATOIN Setting
al. Set the Local IP as "192.168.255.
a2. The rest are reserved factory default settings.
a3. Click the "Write Para." button to take the paeters effect.

S econs T — s o
ovewec  —— ws Geww
Net ID 1 - WirFi Modes Ad-Hoc - F/W Version o
DHCP Enable SSID Auto Search Search Date Created 2013/11/5
IP Address 182 168 255 551D WE-20 Auto Disconnect
Subnet Mask 255 255 255 O Encryption NOME - Comm. Net ID 1 -
Gateway 192 162 255 254 Wireless Key RS-232 ~ CoM3 -
MAC Address ~ 00-1D-C9-01-93-39 Vireless CH 2 -

b. PAIR CONNECTION Setting
bl. Set the Remote IP as "192.168.255.
b2. Set the I/O count as "8".
b3. Checked "I/O Pair Connection" checkbox to eaglalir connection.
b4. The rest are reserved factory default settings.
b5. Click the "Write Para." button to take the paegers effect.

T
Remote IP Address \ Remote Port Number
[ 192 . 168 . 255 1 | | 502
\—
R Net ID ~Scan Time [ms)
[1 -~ [ 500
Local DO Base Address Remote DI Base Address
| o | o
~lfO C ~C ication Timeout [ms] —
| 8 | 30000
v ij0 Pair Connection: Read Para.
i Parameter Upload Interface |
Rs23z _ -| [coms - Write Para.
Status Bar——————————
EXIT

C. Connection Test of Pair Connection
cl. After completion of the above settings, re-powrethe two sets of WF-2055.
c2. The connection will established automaticaftgraabout 10 seconds.
c3. Any one of WF-2055's Dl is triggered, then &eotWF-2055's corresponding
DO will automatically output.
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